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Multimodal Evolution 3i provides multimodal biometric identification by capturing fingerprints, photos (for
Biometrics facial recognition), and/or irises, then returning results.

Wireless Evolution 3i includes an Android smartphone equipped with industry-standard wireless
Communication communication methods, including call capability, LTE Internet, Wi-Fi, and GPS capabilities.

FBI FAP-30 Patented light emitting sensor captures 500 DPI prints. Larger capture area with FBlI FAP-30
Certified certification increases accuracy. Accurate high-resolution scans in virtually any environment,
including indirect or direct sunlight.

FBI CJIS Security Secure Mobile Data Service (SMDS) from DataWorks Plus on cellular/Wi-Fi devices provides Mobile
Compliance Device Management software, two factor authentication, and a customizable shell to ensure that
your agency complies with the FBI CJIS Security Policy.
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Secure Mobile Data Service (SMDS) to
Comply with FBI CJIS Security Policy

A customizable shell and integrated Mobile Device

Management (MDM) that allows mobile users and

devices to be easily managed in
order to comply with the FBI CJIS
Security Policy. 2-Factor
Authentication requires not only a
username and password, but also
an additional layer of security (like a

fingerprint verification) before allowing access.

Bundle with DataWorks Plus-provided Verizon M2M data

plan for additional savings and ease of use.
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To learn more, visit our website:
www.dataworksplus.com




